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l How has the product form in the security industry evolved?

Surveillance technology of high-definition, network, digital, and other directions quickly developed, while
access control technology continues to upgrade and integrate, to meet the market demand for high
intelligence, high efficiency, and multi-functionality. Monitoring systems, alarm systems, and access
control systems have emerged.

Development of Video Surveillance

Digital Surveillance Stage

The DVR products with digital
recording technology replace tape
recorders, realizing functional
breakthroughs
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Integrated Intelligent Stage
Internet of Things integrated application
time is maturing, the security industry is
gradually developing to the integrated
intelligent application.

Embryonic Stage

Using the most primitive and simple
transistor monitoring alarm
equipment, the sound to determine
the emergent events

Analog Monitoring Stage
The video surveillance industry has
gradually formed an "analog camera
+ video matrix + tape recorder"
product matrix

Network Stage

The surveillance system becomes

more complicated, and the product

matrix is upgraded to a "network

camera+NVR+software system". .

Intelligent Stage

From information access to use, break
through the established scope of the
industry, integrated with the businesses of
industries management. Integrating data
transmission, video, alarm, and control into
one platform application.

After half a century of development, the security industry is mainly centered around video and access
control for constant upgrading. From the beginning can only be passive monitoring to active

identification.
°
Changes to Intelligent Access Control
RFID Biometric
The RFID access control is Access control can be
rapid and stable, the realized by recognizing
Password virtual ID is also easily biological information

EIT is not yet well-developed,
but the security level of
password access control is
enough, it will be used in the
military, finance, and other
areas with strict security

controlled.

Cons: The card must be
carried, like a metal key. If
forgotten, there is no
access to the door; if lost,

such as face and
fingerprints. ‘l
Cons: Face recognition ! -

accuracy can't be
guaranteed because of

it can be copied arbitrarily,

(EEIREEE and security is not high.

Cons: the password is easy to
leak, and frequent changes are
easily forgotten.
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confidence issues, and it
takes some time to

recognize while being very
easily influenced by light.
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Mobile

As mobile phones are
highly intelligent, access
control can realize more
personalized functions.
Features of high security,
high intelligence, and
high efficiency of
passages.

Cons: Mobile phone
models on the market are
very complex, and the
access control cannot be
100% compatible

Synthesize

Multiple ways to realize
access control to satisfy
the various needs of
different scenes and
people. Compatible
linkage of access control,
fire protection, office, and
ladder control systems to
create a comprehensive
intelligent access control
system.
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Market demand created a wide range of video and access control hardware, more products also mean
more choices, but to a certain extent increased the learning threshold of SMEs. Unsure of how to describe
their needs, how to choose, and which hardware devices are most suitable for their security needs, is the
challenge faced by SMEs at this stage. To make the enterprise a better application, security systems for the
use of scenarios appeared in the industry to solve the problem of hardware selection.

I Why are there more and more types of security products?

Different industries and sectors need different security systems. CSO has a partial list of the dimensions to
consider:

|
Industry Building Environmental \ Geographic

Regulations Codes Conditions Location

For instance, chemical plants require hardware that can operate in extremely hostile environments;
commercial centers necessitate remote management of storefront conditions and maintaining traffic
counts. In other circumstances, an organization might necessitate a multi-layered network across multiple

campuses and technologies.

- ]

18:33:35 )

One problem to solve is bound to reveal another problem, and facing the emergence of various types of
security systems on the market, SMEs are required to recognize these security systems by seeing through
the phenomenon to make choices that are better tailored to their business.
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 How should SMBs choose a security system that suits them?

Where should they start?

STEP 1: Understand security systems available on the market
On-premise or Cloud-based? Any other option ?

Businesses face two choices for a security system: on-premise or

p—

deploying cloud-based solutions. On-premise refers to

deploying and managing IT hardware on an enterprise's physical "‘Pre X
site, which needs to include data centers, servers, network n'\I5e
hardware, storage devices, etc. All data is stored in enterprise-

owned hardware. Cloud-based systems rely on remote servers

sed
d-B2
maintained by expert providers to perform basic functions such Clov

as remote processing and data storage in the cloud.

Whether on-premise or cloud-based, security professionals must examine upfront and ongoing costs.
These could cover hardware, software, maintenance, power consumption, dedicated floor space, and
staffing for on-premise solutions. Planning efforts must multiply these costs by the number of business
locations. (Each location needs a local server with licensed software and staff to support it.)

On-premise deployments require a significant upfront investment, as it also requires IT professionals to
run and maintain. On-premises systems do not enable remote network access. Authorized personnel can
only access data when they are present on-site. Cloud-based systems offer flexibility in cost and access.
Save on upfront costs and day-to-day staffing management. This model also lowers maintenance costs.
Authorized staff can be centrally located and can access the system remotely.

On-Premise VS Cloud-Base

PROS CONS
+ The system can be fully tailored to meet + Remote access or management of the
specific requirements server is not available, and access
- Enterprise can have full control over all = changes must be made on-site
hardware, software and data (| . C.onstant manual data baclfups and
- All data is stored on business-owned e firmware updates are required

hardware, offering increased data security On-Premise + Multiple sites require multiple servers
and privacy protection.

- This level of system control is required by a
number of specialized agencies

. Site licenses can be expensive

PROS CONS
+ Modules and users can be added or removed .- Restrictions on what customers can do
at any time with their deployments
- Automatic updating of data, software and - Moving services from one provider to
backups i \: another may be difficult
+ Connect and control on any device, anytime, - Highly dependent on the network
anywhere (Gl ghzmead - Security and privacy of core data is not

Reduce upfront costs guaranteed
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In spite of the two traditional systems, there is a new program to solve the drawbacks of both traditional
systems attached, while compatible with the advantages of the former. This new system service is named
Haa$S (Hardware as a Service). It simplifies the hardware equipment, reduces the installation and
maintenance costs of enterprises, and cuts off the reliance on the cloud. Using local storage ensures the
data security of the enterprise, and it is also easy to integrate software and systems that are tailored to the
demands of the business.

On-Premise

Cloud-Based

What application settings are On-premise security
systems particularly suited for?

First, On-premise security systems are top choices for
industries such as financial institutions, healthcare
organizations, and government departments involving
large amounts of sensitive information and regulatory
compliance. Data security and privacy protection are in
higher demand in these businesses. It needs to ensure
data is well managed and protected within the enterprise.

Next, for some large enterprises with huge data volume
and comprehensive business, On-premise security

systems can better satisfy their managing and operating
needs, while ensuring the efficient and stable running of
the secure system.

Cloud-based solutions applicable conditions: First,
primarily for traditional enterprises without R&D and
maintenance abilities, and enterprises with multi-
location organizational structures that require
cooperation off-site can fully use cloud services to
realize it.

Then, enterprises that typically do not have high
data privacy needs, simple business verticals, and
little employee complexity can use cloud-based
systems for business-focused management and

data analysis.
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Is there a better solution for those SMBs?

Most SMBs with independent offices and low workforce complexity don't need overly huge local
deployments. Meanwhile not wanting to rely on the cloud to take care of cross-regional enterprise data
security and management, then at this time for them to tailor the security system is Haas.

See The Comparison of Costs in Each Session

Anviz One Cloud Based On-Prem Platform
One Door Access < $1000 $1500 $1500
One Channel Camera <$1000 $1999 $1999
Access License Free $999 /Year $600 /year
Video License Free $200 /Year $100+ /channel
Hardware $5000 \ $10000+
Maintenance of Access Control NO NO IT Staff Cost

Bl Meet Anviz One

Haas is defined differently from person to person. Anviz currently views the benefits of HaaS as rapid
deployment, cost savings, and reduced technical barriers, which lead to more accurate detection and
faster response times. A one-stop solution, it facilitates swift deployment, saves costs, and lowers technical
barriers, leading to more accurate detection and faster response times.

Anviz One = Edge Server + Multiple Devices + Remote Access

By integrating Al, cloud, and IoT, Anviz One provides
a smarter, more responsive system capable of
analyzing patterns, predicting breaches, and
automating responses.

Anviz One’'s inbuilt advanced analysis moves beyond
basic motion detection, enabling the differentiation
between suspicious behavior and innocuous activity.
For instance, Al can distinguish between someone
loitering with potential ill intent and an individual
simply resting outside a facility. Such discernment

drastically reduces false alarms and directs focus

toward real threats, significantly enhancing security
precision for businesses.

With Anviz One, deploying a complete security system has never been easier. By integrating edge
computing and cloud, Anviz provides effortless integration, instant connectivity via PoE, and compatibility
that cuts costs and complexity. Its edge server architecture maximizes compatibility with existing systems,
further reducing the steps and costs for system maintenance.
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One Edge Server ror all

No Need For Expensive IT Equipment Investment And Long-Term
Maintenance By Professionals

J A N N

U e Door Smoke Infrared Alarm

Administrator  Local Client Anviz One Edge Server Visitor Managerment Sensor Sensor Sensor Output
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Time Attendance & Access Control Camera(LPR) Fisheye Camera Camera Smart Lock Smart Lock Smart Lock

Features of Anviz One :

@ Enhanced Security: Utilizes advanced Al cameras and analytics to detect and alert on unauthorized
access or unusual activities.

g Lower Upfront Investment: Anviz One is designed to be cost effective, reducing the initial financial
burden on SMBs.

@ Cost Effective and Low IT Complexity: Features industry leading products, technical support, and
maintenance services. Can be quickly deployed with lower costs and technical barriers.

[;:1 Stronger Analysis: System equipped with Al cameras and intelligent analysis that provide more
-9 accurate detection and quicker response.

E] Simplified Management: With its cloud infrastructure and Edge Al server, it simplifies management
of security systems from anywhere.

P& Flexible Access: Modern and more secure credentials and identity management, with the flexibility
to restrict or adjust user access for efficiency and emergency management.
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J About Anviz

Over the past 17 years, Anviz Global has been a converged intelligent security solution provider for SMBs
and enterprise organizations worldwide. The company provides comprehensive biometrics, video
surveillance, and security management solutions based on the Internet of Things (loT), and Al
technologies.

Anviz's diverse customer base spans industries such as commercial, education, manufacturing, and retail.
Its extensive partner network supports more than 200,000 companies to smarter, safer, and more secure
operations and buildings.

Learn more about Anviz One https://www.anviz.com/anviz-one.html|

Book a Meeting!

Anviz Global Inc.

32920 Alvarado-Niles Rd Ste 220, Union City, CA 94587

I\NVIZ Toll-free: 1-855-268-4948 sales@anviz.com | Wwww.anviz.com
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